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(*) Mandatory fields to be filled
Corporate Details 
(Click '+' to add more & 'x' to delete Customer ID  
.
 Contact Number(s)
A. Module Access
Notwithstanding that any Account may not be listed above, the Customer requests and authorises the Bank to provide the Electronic Banking Service in relation to all existing and future Accounts of the Customer in accordance with this Service Application Form.
Note: Payments include Transfer within FAB, Bill Payment, Domestic Fund Transfer and International Fund Transfer.
(Click '+' to add more Employer/MOL details  
We agree to the Payroll Conditions.
.
(Click '+' to add more Email ID details  
.
We agree to the Prepaid Card Conditions.
2.Ministry of Labour ID/Labour Regulatory Authority (LRA) ID
(Click '+' to add more or 'Del' for Delete  
.
(Click '+' to add more  or 'Del' for Delete    
.
(Click '+' to add more  or 'Del' for Delete    
.
We agree to the Host-To-Host Conditions.
File Type : 
File Format : 
End of Day File & ACK/NACK:
ACK/NACK:
EOD Format:
File Format : 
End of Day File & ACK/NACK:
ACK/NACK:
EOD Format:
File Format : 
End of Day File & ACK/NACK:
ACK/NACK:
EOD Format:
File Type : 
File Format : 
End of Day File & ACK/NACK:
ACK/NACK:
EOD Format:
File Format : 
End of Day File & ACK/NACK:
ACK/NACK:
EOD Format:
File Format : 
End of Day File & ACK/NACK:
ACK/NACK:
EOD Format:
We agree to the MT101 Conditions.
External Bank Accounts Access
(Click '+' to add more Non-FAB Account or 'x' to remove a Non-FAB Account details)
.
B. Account/Card Number access  
Click '+' to add an Account/Card No. or 'x' to remove an Account/Card No.
View Only
Payments
Payroll
Ratibi
TRADE
Host to Host
GPSSA
Direct Debit
Virtual Accounts
MT101
MT940
.
(a) Please contact your respective banks to advise them to send the relevant SWIFT MT940 statements to FAB via SWIFT Code: NBADAEAACMS
C. Corporate User Details & Access
(Click '+' to add more User details  or 'x' to remove an User details )
Preferred User ID (between 8 to 16 characters)
Applicable only for Remote check deposit
User Details:
S.No
User Role:
Payroll Services
Note : A User cannot approve their own initiated transactions unless they are a self-authorizer. 
(Click '+' to add additional Account/Card No. or 'x' to remove an account details)
Account and Module Access
Account/Card  Number
All Options
Account Services
Payments
Payroll
Ratibi
Trade
Host to Host
GPSSA
DDS
Virtual Accounts
IIR
LMS
MT101
ESKER
External Accounts
Notes: 
Enquiry: For Viewing Account Statements Maker : User who creates / initiates transactions. Self Authoriser: Transactions created / initiated by this User does not require authorization (Single Control). Approver: User who approves / authorizes transactions. Releaser: User who release the transactions after authoriser approves it.
D. Corporate Daily Limit (In AED)
E. Transaction Authorization Matrix 
No.
Authorization Limits
Number of Approvers required/Authorising Condition
 Notes
Eg
AED 1
Upto AED 500,000
2 A+B (2 approver from group A and 1 approval from Group B
Include any special approval instructions
No.
Authorization Limits
Number of Approvers required/Authorising Condition
 Notes
Eg
AED 1
Upto AED 500,000
2 A+B (2 approver from group A and 1 approval from Group B
Include any special approval instructions
No.
Authorization Limits
Number of Approvers required/Authorising Condition
 Notes
Eg
AED 1
Upto AED 500,000
2 A+B (2 approver from group A and 1 approval from Group B
Include any special approval instructions
F. Special Instruction
G. Billing Instructions 
Debit Account Number for Monthly Electronic Banking Fee :
1.   Cut-off time of scanning the cheques for same day credit  - 1015hrs (on UAE Business Days, except public holidays).
2.   Cut-off time for delivery of scanned cheques to FAB's premises for same day credit - within 48 hours from cheque settlement date
3.   Cut-off time for delivery of scanned post-dated cheques (PDCs) to FAB's premises for lodgement and future processing on maturity date - within 48 hours from cheque scanning and transmission date.
Fee Type
Charge Account
Frequency
Setup Fee
 Monthly Fee
Scanner Fee
PDC Lodgement Fee
PDC Withdrawal Fee
The Customer will be charged in bulk for all services as agreed in this Schedule of Fees and Charges.
The applicable fees and charges are as follows:
Schedule 1 - Fees And Charges
Schedule 2 - Cut-Off Timings For Delivery of Cheques
H. General
We agree to the {(a) General Conditions and (b) the Electronic Banking Conditions}.
Signatories
Customer
These conditions have been executed by (or on behalf of) the Customer on                                   .
(as the customer)
Signature
(as the customer)
Signature
(Click '+' to additional signatures for Multi-entity authorisations or 'x' to remove)
Seal
Completed Form to be submitted to your FAB representative or mail to First Abu Dhabi Bank Address 
FIRST ABU DHABI BANK P.J.S.C. FAB Building, Khalifa Business Park, Al Qurm District, P.O. Box 6316, Abu Dhabi United Arab Emirates
For Bank Use Only
Seal
Part 1 -  Electronic Banking Conditions
1      Electronic Banking Conditions
1.1   These terms (the "Electronic Banking Conditions")  govern the Electronic Banking Service between the Customer and the Bank. 
1.2   The "General Terms and Conditions for Accounts"  issued by the Bank from time to time (the "General Conditions") apply to these Electronic Banking Conditions as if expressly set out in these Electronic Banking Conditions (but subject to Clause 1.6 of the General Conditions) and expressions defined in the General Conditions have the same meanings when used in these Electronic Banking Conditions (unless otherwise specified). 
1.3   For the purposes of the General Conditions, the Electronic Banking Conditions are Specific Conditions.
2      Use of the Electronic Banking Service
2.1   The Customer (to the extent selected in a Service Application Form provided by the Customer) authorises and instructs the Bank to supply each Service using the Electronic Banking Service. 
2.2   If the Customer has an Eligible Account with the Bank, the Customer may (subject to the discretion of the Bank) apply to use the Electronic Banking Service. 
2.3   If the Customer ceases to have an Eligible Account, the Bank may deny the Customer or any of its Users from having access to the Electronic Banking Service.
2.4   The Customer may request or withdraw any Service requested to be provided using the Electronic Banking Service using a Service Application Form or submitting an Instruction.
2.5   The Portal may only be used to settle genuine and lawful transactions arising in the ordinary course of business. 
3      Appointment of Users
3.1   The Customer may nominate any person in a Service Application Form or by using the Portal to have prescribed levels of access to any Account or Service using the Electronic Banking Service (a "User"). 
3.2   The Customer confirms that it appoints each User to make decisions and give Instructions on behalf of the Customer.
3.3   The Bank is under no obligation to verify that the Customer or any User has the authority to authorise, instruct, nominate or access any Account using the Electronic Banking Service. 
3.4   Each User will be provided with a means to generate a One Time Pin (OTP) using a Security Device or a Mobile App or via SMS and email. 
3.5   The Customer (irrevocably and unconditionally) undertakes to inform the Bank (promptly) if it wishes to change a User.
3.6   The Customer shall give the Bank (at least five Business Days notice) of any change in the identity of any its Users.
4      Instructions
4.1   The Customer may use the Electronic Banking Service subject to any applicable cut-off time.
4.2   Receipt of any Instruction  by the Bank is not guaranteed by using the Electronic Banking Service.
4.3   The Bank shall act on an Instruction during business hours on a Business Day (subject to any cut-off times advised by the Bank on the Electronic Banking Service). 
4.4   Any Instruction received after the cut-off time will be processed on the following Business Day.
4.5   Each Customer is required to approve the Instruction on the channel and the approval shall act as an authorisation for the Bank to execute that Instruction.
5      Rules of Transactions
5.1   Daily online limits (including the corporate, initiation and approval limits) are calculated as part of each Transaction executed by the Customer or any User on that day through the Electronic Banking Service.
5.2   Any Transaction in relation to a Service initiated by the Customer or any User shall be executed in accordance with the applicable authorisations set out in any Service Application Form in existence for that Service at the time of initiation of that Transaction. 
5.3   Any amendment or deletion of any beneficiary's details shall not be reflected on any Transaction or template Transaction already set-up (including any future dated Transaction or Standing Instruction).
5.4   The Customer agrees that (by using the Prepaid Card Service using the Electronic Banking Service) the Prepaid Card Conditions and the WPS Conditions shall apply.
6      Alerts
6.1   Alerts and notification services are available through the Electronic Banking Service. 
6.2   The Customer can set up and choose the types of alerts and notifications or make changes to the choices through the Electronic Banking Service. 
7      Portal Service
7.1   Use of the Portal Service
7.1.1Subject to the Relevant Terms, the Bank grants the Customer a right to view its Eligible Accounts through the use of the Portal and to initiate Instructions. 
7.1.2The Bank will grant the Customer:
          (a) a username;
          (b) a Security Code; and
          (c) a Security Device, 
        which (when used together) will allow the Customer or a User limited access to the Portal.
7.2   Multi-Banking Services
        Where the Portal Service permits the Customer to access information and services provided by another bank ("Multi-Banking Services"), the provision of any Multi-Banking Service shall be subject to the agreement of the Customer and that other bank and are not subject to the Relevant Terms.
7.3   New Portal Service
7.3.1The Bank may (from time to time) enhance or offer a completely new portal other than the existing Portal Services (a "New Portal"). 
7.3.2The Bank may (from time to time) offer a new product or service via the existing Portal (a “New Product or Service”).
7.3.3Any terms applicable to New Product or Services shall be subject to the Relevant Terms and such terms shall be made available on the Portal or by the Bank.
7.3.4All terms applicable to the current Portal will transfer to the New Portal and any new applicable terms shall be made available on the Portal or by the Bank.
8      Confidentiality
8.1   By providing any Instruction using the Electronic Banking Service, the Customer may be identified as the sender and certain proprietary information may be revealed to third parties. 
8.2   If a third party is outside the UAE, the relevant information may be subject to the laws of the jurisdiction in which information is processed or the third party is located.
8.3   If the Customer accesses or receives information through the Electronic Banking Service that is not intended for the Customer, the Customer shall:
        (a) (promptly) notify the Bank;
        (b) not access that information further and (promptly) delete it; and
        (c) keep that information confidential.
9      Security and Security Codes
9.1   Requests made by the Customer for a new Security Code will be responded to by the Bank only upon positive authentication of the Customer. 
9.2   The Bank will reset and issue a new Security Code to be delivered to the Customer.
9.3   From time to time, the Bank may require the Customer or any User to change its Security Code.
9.4   If the Customer or any User misuses the Electronic Banking Service, the Bank may disable the access to the Electronic Banking Service of the Customer or that User.
9.5   The Bank shall use reasonable endeavours to:
        (a) reduce any security risk associated with the use of the Electronic Banking Service; and
        (b) keep the Electronic Banking Service secure through the use of browser-based encryption and various security measures described on the Portal. 
10    Notices
10.1 The Bank may deliver any notice or communication to the Customer using the Electronic Banking Service and that notice or communication shall be deemed served at the time it is posted using the Electronic Banking Service.
10.2 Without prejudice to Clause 27 (Communication and Delivery) of the General Conditions or this Clause 10, the Customer may contact its designated relationship manager if it has any queries about the operation of the Electronic Banking Service.
11    Liability
11.1 The Bank may be liable for any direct Loss suffered by the Customer arising from or in relation to any failure of (or any unauthorised and/or unlawful access to) any machine, data processing system or transmission link of the Bank that is attributable to the Bank's gross negligence or wilful default in accordance with Clause 36.3 (Indemnity and Limitation of Liability) of the General Conditions.
11.2 The Bank does not represent or warrant that the Electronic Banking Service, any content on the Portal or any Security Code: 
        (a) will be provided uninterrupted or error-free or that any identified defect will be corrected; or 
        (b) is free from any computer virus or other malicious, destructive or corrupting code, agent, programme or macros.
11.3 The Bank accepts no liability for any of the matters set out in Clause 11.2 (Liability).
11.4 The Customer agrees that:
        (a) any Service provided using the Electronic Banking Service may require additional processing within the Bank;
        (b) it may take time to process any Transaction or Instruction; and
        (c) the Bank shall not be liable for any Loss that may result due to any such delay.
12    Termination
        Upon termination of the Electronic Banking Service, the Customer shall (and shall procure that each User shall) surrender each Security Device issued to it and each User to the Bank.
13         Execution
        Any Service Application Form may be executed either by being physically signed or (if the Relevant Terms (or solely the Electronic Banking Conditions) is viewed on a website) by the acceptance of such terms as shown by a click on an "I Accept" button or similar. 
14    Miscellaneous
14.1 The Customer (irrevocably and unconditionally) shall inform the Bank (promptly) if it discovers that any information on the Electronic Banking Service is incorrect.
14.2 Other than as set out in these Electronic Banking Conditions, all warranties, conditions, terms and undertakings (express or implied (whether by federal or local law, custom, trade usage, course of dealings or otherwise) (including as to quality, performance or fitness or suitability for purpose)) in relation to the Electronic Banking Service are excluded to the fullest extent permitted by law.
Glossary
AVP:               "Attribute Value Pairs".         
Channel:               The Electronic Banking Service offered by the Bank.
Digital 
Certificate:     A digital certificate and software that will be installed on a server of the Customer's choice.
Electronic 
Banking 
Service:         The electronic banking system that enables a Customer to:
                      (a) conduct a Transaction or an Instruction; 
                      (b) enquire or download statements in relation to an Account; or
                      (c) benefit from a Service (including the Portal Service, the Host-To-Host Service, the RCD Service and the WPS Service),
                      using the internet.         
ERP 
Integration:     "Enterprise Resource Planning Integration".         
Full Portal 
Service:               The service whereby the Bank allows the Customer or any User access to the Portal in accordance with the Relevant Terms (including the Customer or that User being able to effect any Transaction).         
Fund Transfer 
Transaction:   Any Transaction  or operation made,  processed or effected using the Electronic Banking Service by the Customer (or any person purporting to be the Customer), by any User (or any person purporting to be a User), any person acting on behalf of the Customer (or purportedly acting on behalf of the Customer) with or without the Customer's consent (including in relation to the Prepaid Card Service).         
Host-To-Host 
Service:                Has the meaning given to it in the "Host-To-Host Conditions".         
Instruction:     Any instruction, communication, order, message, data or information that the Customer or a User has initiated remotely and electronically transmitted to the Bank (including received by the Bank or its system from the Customer, a User, the Customer's systems or devices or the Bank's systems) using the Electronic Banking Service (including whether as a result of any act or omission of the Customer or any User).         
Payment:                Any bill payment,  any intra-bank payment from a Customer's Account to another Account or any domestic or international fund transfer from a Customer's Account to an account held with another bank (including transfers between own accounts, transfers within the Bank, transfers within the UAE, international transfers and any Standing Instruction).         
Portal Service:The Full Portal Service and the View Only Portal Service (in each case) to the extent selected in any Service Application Form.         
Portal:                The electronic platform through which a Customer can access the Portal Service.         
Prepaid Card 
Service:                Has the meaning given to it in the "Prepaid Card Conditions".         
RCD Service: Has the meaning given to it in the "RCD Conditions".
Relevant Terms:The General Conditions, these Electronic Banking Conditions and any Service Application Form in relation to the Electronic Banking Service.
Security Device:(a)  A "Relationship Management Application" key;
                          (b)  (in relation to the Host-To-Host Service only) a Digital Certificate;
                          (c)  (to the extent selected in a Service Application Form in relation to a User) a hard or a soft token; and
                          (d)  any other device designated as such by the Bank.
SFTP:                "Secure File Transfer Protocol" or "SSH File Transfer Protocol".         
SWIFT 
MT101 
Fund Transfer:The functionality enabling the Customer to instruct the account-holding bank to debit its account and to credit a specific beneficiary.         
Transaction:  Any transaction uploaded using the Host-To-Host Service in accordance with these Electronic Banking Conditions.         
User:               Has the meaning given to it in Clause 3.1 (Appointment of Users).         
View Only 
Portal Service:The service whereby the Bank allows the Customer or any User access to the Portal in accordance with the Relevant Terms, but without the Customer or that User being able to effect any Transaction (including viewing details related to term deposits and wakala deposits).
WPS Service: Has the meaning given to it in the "WPS Conditions". 
  
Part 2 - Host-To-Host Conditions
1      Host-To-Host Conditions
1.1   These terms (the "Host-To-Host Conditions") govern the Host-To-Host Service between the Customer and the Bank. 
1.2   The "Electronic Banking Conditions" issued by the Bank from time to time (the "Electronic Banking Conditions") and the General Conditions (as defined in the Electronic Banking Conditions) apply to these Host-To-Host Conditions as if expressly set out in these Host-To-Host Conditions (but subject to Clause 1.6 of the General Conditions) and expressions defined in the General Conditions or the Electronic Banking Conditions have the same meanings when used in these Host-To-Host Conditions (unless otherwise specified). 
1.3   For the purposes of the General Conditions, the Host-To-Host Conditions are Specific Conditions.
2      Use of the Host-To-Host Service
2.1   Subject to the Relevant Terms, the Bank grants the Customer a right to use the Host-To-Host Services in relation to any of its Eligible Accounts. 
2.2   The Bank will grant the Customer: 
         (a) a user name;
         (b) a Security Code;
         (c) a Digital Certificate; and
         (d) a file encryption option to encrypt the file before transmitting to the Bank,
        which (when used together) will allow the Customer access to the Host-To-Host Services.
3      Host-To-Host Service with a pre-authorised file
        In relation to the Host-To-Host Service with a pre-authorised file):
        (a) the Customer agrees that file shall be pre-approved by a User before uploading; and
        (b) the Bank shall (promptly) attempt to process the files after they are received by the Bank.
4      Host-To-Host Service with authorisation using Portal Services
        In relation to the Host-To-Host Service with authorisation using Portal Services): 
        (a) the uploaded files shall be approved by a User using the Portal Services; 
        (b) the Bank shall issue a Security Code and a Security Device to each User; 
        (c) the Bank will only  process  that file once it is fully authorised on the Portal; and
        (d) the Portal Conditions shall apply.
5      Miscellaneous
5.1   If an error or fault occurs in the provision of the Host-To-Host Service that is attributable to the Customer, the Customer shall (promptly upon becoming aware) rectify that error or fault.
5.2   The Bank shall inform the Customer of any pre-scheduled maintenance (as soon as reasonably practicable), provided that (in the event of an emergency) the Bank shall not be under any obligation to provide any notice to the Customer. 
5.3   The Customer acknowledges that the Bank has no responsibility for any legal or regulatory obligations to which the Customer may be subject in relation to the Host-To-Host Service.
Glossary
Eligible 
Account:               An Account that is eligible to utilise the Host-To-Host Service (as determined by the Bank (from time to time).
Host-To-
Host Service: The Bank's host-to-host channel service (being a fully integrated, secure, end-to-end channel between the Bank and the Customer, allowing files and/or Instructions to be exchanged in an automated and secure manner with the Bank for further processing and settlement) and includes SFTP, AVP and ERP Integration and is provided in accordance with the Relevant Terms.         
Relevant 
Terms:               The General Conditions,  the Electronic Banking Conditions, these Host-To-Host Conditions and any Service Application Form in relation to the Host-To-Host Service.         
Upload 
Mode:            One or more of the following modes made available to the Customer by the Bank:
                      (a) a manual file upload mode (whereby the Customer logs into the software, uploads the Transaction file and selects the relevant business rule for approvals to apply (specific or conditional) to each Transaction contained therein, so that the Bank can then check that Transaction file for the correct format, pass each Transaction and insert each Transaction into the database); and
                      (b) an automated file upload mode (whereby (i) a highly-secured utility programme is copied and executed on the Customer's hardware; (ii) (to access the utility) an encrypted key is provided to the Customer to secure the Transaction file transfer; (iii) the utility is executed automatically when the Customer's financial system generates a Transaction file; (iv) the utility monitors the folder and (upon detecting a new Transaction file) encrypts that Transaction file automatically and sends it to the Bank; and (v) the Bank then decrypts that Transaction file, checks the file format, passes each Transaction and inserts each Transaction into the database).         
Part 3 - SWIFT MT101 Conditions
1      SWIFT MT101 Conditions
1.1   These terms (the "SWIFT MT101 Conditions") govern the SWIFT MT101 Service between the Customer and the Bank. 
1.2   The "Electronic Banking Conditions" issued by the Bank from time to time (the "Electronic Banking Conditions") and the General Conditions (as defined in the Electronic Banking Conditions) apply to these SWIFT MT101 Conditions as if expressly set out in these SWIFT MT101 Conditions (but subject to Clause 1.6 of the General Conditions) and expressions defined in the General Conditions or the Electronic Banking Conditions have the same meanings when used in these SWIFT MT101 Conditions (unless otherwise specified). 
1.3   For the purposes of the General Conditions, the SWIFT MT101 are Specific Conditions.
2      External Account summary and SWIFT MT101 Fund Transfer
2.1   The Bank shall:
        (a) (to the extent provided to the Bank and subject to the completion of the documentation required by the Bank) provide an End of Day Statement through the Electronic Banking Service; 
        (b) provide any End of Day Statement "as is"; and
        (c) shall not:
              (i) make any representation or warranty as to the accuracy, reliability or completeness of any End of Day Statement received; or
             (ii) be liable to the Customer in relation to any End of Day Statement. 
2.2   The Customer may (using a SWIFT MT101 Fund Transfer) initiate a fund transfer request from any account maintained by it with another bank using the Electronic Banking Service, provided that:
          (a) a SWIFT MT101 bilateral agreement is in force between the Bank and that other bank; and 
          (b) any other documentation required by the Bank has been provided.
Glossary
End of 
Day Statement:In relation to any account of the Customer maintained with another bank on any day, the end of day statement submitted to the Bank by that other bank through the "MT940" format.         
MT101 
Service:               A service whereby the Customer requests a transfer of funds, enabling the electronic transfer of funds from one account to another, provided in accordance with the Relevant Terms.         
Relevant 
Terms:               The General Conditions,  the Electronic Banking Conditions, these SWIFT MT101 Conditions and any Service Application Form in relation to the SWIFT MT101 Service.          
Part 4 - Payroll Conditions
1      Payroll Conditions
1.1         These terms (the Payroll Conditions) govern the Payroll Service between the Customer and the Bank. 
1.2         The "General Terms and Conditions for Accounts" issued by the Bank from time to time (the General Conditions) apply to these Payroll Conditions as if expressly set out in these Payroll Conditions (but subject to Clause 1.6 of the General Conditions) and expressions defined in the General Conditions have the same meanings when used in these Payroll Conditions (unless otherwise specified).
1.3         For the purposes of the General Conditions, the Payroll Conditions are Specific Conditions. 
2         Payroll Services
2.1         Use with the Electronic Banking Service
2.1.1         The Customer may use the Electronic Banking Services to process the payment of wages and salaries to its employees.
2.1.2The Customer agrees that (by using the Payroll Service using the Electronic Banking Service) the Electronic Banking Conditions, the Payroll Conditions and the WPS Conditions shall apply.
2.1.3         The Customer may only use the Electronic Banking Service that is designated for the Wages System for the purpose of payroll transfers to its employees through the Wages System and not for any other types of fund transfers.
2.2         Wage protection law
        The Customer shall be responsible for complying with the all applicable law on wages protection (including UAE Ministerial Resolution No. 739 of 2016).
2.3         Procedure
2.3.1         The Customer shall upload and transmit the Wages Files to the Bank using the username and password controlled medium of Electronic Banking Service. 
2.3.2         Upon receipt of the Wages Files, the Bank will process and transfer the Wages Files to the Wages System for disbursement of funds to the beneficiaries and in the amounts specified in the Wages Files.
2.3.3         The Customer authorises the Bank to accept any Wages File transmitted to the Bank for processing and further transmission to the Central Bank for disbursement of funds to the Customer's employees. 
2.3.4The Customer agrees that the Bank shall:
        (a) not check, read or modify the contents of any Wages File transmitted to it; and
        (b) transfer any Wages File directly to the Central Bank, provided that (in each case) that Wages File is found to be free from formatting errors and data inconsistencies.
2.3.5         The Customer confirms that each Wages File shall be provided by it in the format and to the data consistency standards required by the Bank and by the Central Bank, failing which that entire file may be rejected by the Bank and/or the Central Bank. 
2.3.6         If (in the absolute opinion of the Bank) the Wages Files are not so compliant or if the Central Bank rejects the Wages Files (in whole or in part) the Bank will give written notice to the Customer of such non-compliance or rejection.
2.3.7          If a file is rejected, the Bank shall:
        (a) notify the Customer of the rejection with reason(s); 
        (b) not be responsible for any associated delay or claims; and
        (c) not be liable for any Loss suffered by the Customer or any third party as a result of such non-compliance or rejection.
2.3.8          Following the notification or rejection, the Customer shall:
        (a) make the necessary amendments to the Wages Files; and
        (b) re-transmit them to the Bank using the Electronic Banking Service. 
2.4         Refunds
2.4.1          If the Customer requires a refund of any amount transferred by the Bank, the Customer shall initiate a refund request by submitting an Instruction giving the details of the required refund. 
2.4.2          All refund requests shall be made in the format required by the Central Bank.
2.4.3          The Customer agrees that any decision in relation to honouring any refund request is at the sole discretion of the refunding bank.
2.4.4          The Bank shall only credit a Customer's Account with any refund upon receiving that refund from the Central Bank. 
2.4.5          If the Customer requests a refund (in full or in part) of a wage or salary payment that has already been disbursed by the Bank through the Wages System, the Customer:
        (a) acknowledges that it may not be possible for the Bank to comply with that request; and
        (b) agrees that the Bank shall not be required to comply with such request.
2.5         No liability
2.5.1          The Customer acknowledges that the provision by the Bank of the Payroll Services is contingent upon the actions and electronic systems of third parties (such as the Central Bank, other banks and financial institutions and disbursement agents). 
2.5.2          The Bank:
        (a) makes no representation or warranty in relation to the timing of delivery of any salary and wage to the Customer's employees; and
        (b) accepts no responsibility for any Loss or delay that may occur in the transfer and/or application of funds.
3         Wages System Service
3.1         Customer's obligations
3.1.1         When requesting the Bank to make payments using the Wages System, the Customer shall (in accordance with the Central Bank's requirements):
        (a) provide the Bank with the SIF (in the Central Bank's specified format) by emailing it to salary.user@bankfab.com;
        (b) ensure that the SIF is encrypted with the encryption details      provided by the Bank from time to time;
        (c) send the Bank a sample SIF for a trial run to ensure that the file format is correct and the Customer is able to send all payment requests seamlessly;
        (d) only send a SIF:
               (i)  once (to prevent duplication); and
               (ii)  in English (and not Arabic or any other language);
        (e) send a hard copy of each SIF (including confirmation of the total number of requests and the aggregate value of payments) to the Bank, signed by a Customer Authorised Representative; and
        (f)  send each SIF by the relevant cut-off time, provided that any request received after the cut-off time that will be processed on the following Business Day.
3.1.2 If the Customer outsources its payroll activities, the Customer shall provide all necessary documents (as requested by the Bank) to enable the Bank accept any request from the Customer's service provider.
3.2   Bank's obligations
        Following the Bank receiving a SIF from the Customer, the Bank shall:
        (a) be required to process a SIF only after receiving the soft and hard copy;
        (b) check that the hard copy of the SIF matches soft copy of the SIF provided to the Bank (but shall not be required to undertake any further checking);
        (c) (if the SIF is not in the required format) return that SIF to the Customer; and
        (d) (if the SIF is in the required format) submit the SIF to the Central Bank by the cut-off time for all such requests received before the cut-off time.
3.3   Credit and debit of accounts
3.3.1The Bank may debit the relevant amount from the relevant Customer's Account prior sending the SIF to Central Bank.
3.3.2Once the Central Bank accepts the SIF, the Bank will credit the User's account (in an amount and to the account set out in the SIF) based on the payment file received from the Central Bank. 
3.3.3The Bank will only credit the User's account after receiving confirmation from the Central Bank.
3.3.4The Bank shall not be required to check the correctness or authenticity of any payment file. 
3.3.5The Bank shall provide the details of accounts successfully credited to the Central Bank by submitting a disbursal information file.
3.4   Rejection of SIF
3.4.1If the Central Bank rejects a SIF, the Bank shall inform the Customer of the rejection with reason(s) and will credit the relevant amount back to the Customer's account.
3.4.2The Bank will not be responsible if the Central Bank rejects the SIF. 
3.5   Refunds
3.5.1If the Customer requires a refund of any amount transferred by the Bank, the Customer shall initiate a refund request.
3.5.2To initiate a refund request, the Customer shall submit a new SIF to the Bank setting out the details of the required refund. 
3.5.3All refund requests should be made in the format required by the Central Bank.
3.5.4The Bank shall only credit the Customer's Account upon receiving the RSU from the Central Bank.
3.5.5The Bank shall not be responsible for any delay in receiving the RSU from the Central Bank. 
3.5.6The Bank shall:
        (a) not be required to check the correctness or completeness of the RSU; and
        (b) credit the Customer Account in accordance with the RSU.
3.5.7 If the Bank has credited a User's account at another bank:
        (a) the Bank shall have no responsibility for obtaining a refund from that other bank; and 
        (b)  the Customer shall liaise with the Central Bank to obtain any refund.
3.6   Liability
        The Customer shall be liable for all Loss suffered or incurred by the Bank (directly or indirectly) in relation to any SIF provided by the Customer.
Glossary
MOL:               Ministry of Labour         
Non-WPS 
Service:               The uploading and transmitting of electronic payroll and other necessary files, for payment of salaries and wages to employees (other than through the WPS) in accordance with the Relevant Terms.         
Payroll 
Service:               The Prepaid Card Service, the Non-WPS Service and the WPS Service (in each case) to the extent selected in any Service Application Form.         
Relevant 
Terms:               The General Conditions, the Electronic Banking Conditions, the Payroll Conditions and any Service Application Form in relation to the Payroll Service.         
RSU:               Refund Status Update file issued by the Central Bank.
SIF:               Salary Information File. .         
User:               The employee using the Prepaid Card or any other payroll card issued by the Customer.         
Wages 
File:               The electronic payroll, wages, salary and other necessary files containing details of the wages and payroll payments to be made to the Customer's employees through the Wages System.
Wages 
System:         The WPS or the Payroll System (as applicable).
WPS:               The Wages Protection System         
WPS 
Service:               The uploading and transmitting of electronic payroll and other necessary files, for payment of salaries and wages to employees through the WPS in accordance with the Relevant Terms.          
Part 5 - Prepaid Card Conditions
1         Prepaid Card Conditions
1.1   These terms (the Prepaid Card Conditions) govern the Prepaid Card Service between the Customer and the Bank. 
1.2         The "Payroll Conditions" issued by the Bank from time to time (the Payroll Conditions) and the General Conditions (as defined in the Payroll Conditions) apply to these Prepaid Card Conditions as if expressly set out in these Prepaid Card Conditions (but subject to Clause 1.6 of the General Conditions) and expressions defined in the General Conditions or the Payroll Conditions have the same meanings when used in these Prepaid Card Conditions (unless otherwise specified).
1.3   For the purposes of the General Conditions, the Prepaid Card Condtions are Specific Conditions. 
1.4         The Customer agrees that (by using the Prepaid Card Service using the Electronic Banking Service) the Electronic Banking Conditions, the Prepaid Card Conditions and the WPS Conditions shall apply.
2         Prepaid Cards
2.1         General
2.2         A Prepaid Card can be used for payment, remittances or money transfers through the Electronic Banking Service.
2.3         The Customer shall provide and update the names and signatures of each Customer Authorised Representative to the Bank in a Service Application Form.
2.4         Users
2.4.1          Prepaid Cards are to be issued to Users with a monthly salary up to AED5,000
2.4.2 Prepaid Cards are issued by the Bank to individual User's (as set out in a Service Application Form). 
2.4.3          The Customer shall procure that each User is solely responsible for:
        (a) the accuracy of the information provided in any Service Application Form; and
        (b) notifying the Customer of any changes to its personal details.
2.4.4          The Customer shall (promptly) notify the Bank of any changes to any User's details set out in any Service Application Form.
2.5         If a User dies, the remaining balance of the Prepaid Card can only be paid in accordance with applicable law.
2.6    If the Customer terminates the employment of any User:
         (a) the Customer shall:
              (i) promptly notify the Bank of the termination of employment; and
              (ii) deliver the User's Prepaid Card to the nearest branch of the Bank; and
         (b) (upon the Bank receiving that Prepaid Card) the Bank shall cancel the Prepaid Card and the outstanding balance of the Prepaid Card shall be paid to the User.
2.6.2          The Customer shall be solely responsible for undertaking the required due diligence on all Users applying for a Prepaid Card as required by the Central Bank (including verifying the identity of any User applying for a Prepaid Card to the extent that it is reasonable and practicable).
2.6.3          The Bank may (at its sole discretion) reject any Service Application Form in relation to any User without stating the reason for such rejection.
2.7           Procedure
2.7.1 Any Prepaid Card issued by the Bank to the Customer shall be distributed by the Customer to each User at the Customer's own liability.
2.7.2          The Bank shall not be responsible for issuing any Prepaid Card to any User.
2.7.3  The User shall select his/her own "PIN" at a ATM/CDM.
2.7.4           It is the responsibility of the Customer to educate the User on how to:
          (a) use the Prepaid Cards; 
          (b) safeguard the Prepaid Card and PIN; and
          (c) ensure that the PIN is not disclosed to any person. 
2.7.5  Upon receiving a request from the Customer, the Bank shall transfer the User's salary onto that User's Prepaid Card. 
2.7.6  A User may use the Prepaid Card for withdrawal of cash from any VISA/MasterCard networks worldwide.
2.7.7          A Prepaid Card is issued for the personal use of a User only and cannot be transferred or sold to anyone else in any manner whatsoever. 
2.7.8          No User is permitted (under any circumstance or for any reason whatsoever) to communicate with the Bank in relation to the use or issuance of any Prepaid Card.
2.8           Refunds
2.8.1 The Customer agrees that (once the User's salary is credited to the User's Prepaid Card) that amount cannot be reversed or returned to the Customer.
2.8.2 If the Customer requires a refund or reversal of any amount transferred in accordance with this clause, the Customer shall follow the refund policy issued by the Central Bank in relation to the WPS or UAE Fund Transfer System.
2.9           Resolution of issues
2.9.1          All issues in relation to any Prepaid Card shall be referred by any Users to a Customer Authorised Representative who shall communicate with the Bank to resolve any issues in relation to any Prepaid Card.
2.9.2 If a User disputes any amount that is debited from that User's account in relation to a POS Purchase or an online purchase (a "Disputed Amount"), the User shall (promptly) notify the Customer Authorised Representative of the Disputed Amount.
2.9.3          The Customer Authorised Representative shall (promptly) report the incident to the Bank and provide the Bank with the relevant information in relation to the Prepaid Card and User details to allow the Bank to investigate the Disputed Amount.
2.9.4          If required by the Bank, the User shall (promptly) submit the relevant documents and information in relation to the Disputed Amount.
2.9.5          If a Prepaid Card is lost or stole, the relevant User shall (promptly) inform a Customer Authorised Representative, who shall in turn:
          (a) notify the Bank; and
          (b) provide the Bank with the relevant information in relation to that Prepaid Card and that User's details for the Bank to block that Prepaid Card.
2.10           Cancellation of Prepaid Cards
2.10.1The Bank may cancel any Prepaid Cards issued at the Customer's request if any Prepaid Card is not used for a period of more than 12 months.
2.10.2 If a Prepaid Card is cancelled under this Clause, the outstanding balance of the Prepaid Card shall be retained by the Bank.
2.11           No liability
         The Bank shall not be liable for any Loss suffered or incurred by the Customer or any User (directly or indirectly) in relation to any misuse of the Prepaid Card or PIN or the disclosure of the PIN to any third party by the User.
Glossary
PIN:         A combination of numeric characters which are required by the User to withdraw money from a CDM using a Prepaid Card.         
POS:      Any point of sale through which the User is able to purchase goods or services.         
POS 
Purchase:  Purchases by a User through any POS using a Prepaid Card.
Prepaid 
Card 
Service:          The service through which the Bank issues prepaid payroll cards to the Customer to facilitate the disbursement to and use by Users of salaries and wages and allowing Users to withdraw money from an automated teller machines and make online or POS Purchases in accordance with the Relevant Terms.
Relevant 
Terms:          The General Conditions, the Electronic Banking Conditions, the Payroll Conditions, these Prepaid Card Conditions and any Service Application Form in relation to the Prepaid Card Service.         
Insert name of Customer 
(as the customer)
Signatories
Customer
These conditions have been executed by (or on behalf of) the Customer on
These conditions have been executed by (or on behalf of) the Customer on
Bank
Insert name of Customer 
(as the customer)
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